
Scammers send messages with offers and links of prizes and ask 
victims to open the link and follow the procedure to get the 

money.


Beware of OTP or Link-Based Cheating

tgcyberbureau

Reporting Portal cybercrime.gov.in

Fraud registry /8712672222 Toll Free  1930

Precautions

1

Verify Links and Messages

Avoid clicking on links from unknown 

sources or messages that seem too good 

to be true.

2

Do Not Share OTPs

Never share OTPs with anyone, even if 

they claim to be from a legitimate 

company or bank.

3

Use Official Channels

Access services or offers through official 

websites or apps, not through links sent 

via text messages or emails.

4

Enable Security Features

Use two-factor authentication and other 

security features on your accounts to 

add an extra layer of protection.
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